If this clause is intended to apply to organizations as different as commercial contractors, universities and federal laboratories, it must be general enough to be both reasonable and feasible in each context.  As written it does not achieve that goal.
Suggested revisions of the proposed DFARS 252.204-70XX:
	PROPOSED TEXT
	SUGGESTED REVISIONS
	NOTES

	PART 204 Administrative Matters

	204.7301 Definition

Export-controlled information and technology, as used in this subpart, is defined in the clause at 252.204-70XX.


	Export-controlled articles and technical data or technology and software, as used in this subpart, are defined in the clause at 252.204-70XX.


	1. This new DFARS clause coins the phrase “information and technology” which differs from the terminology of both the EAR and ITAR.  To remove any ambiguity this might create it would be preferable to simply use the EAR and ITAR terminology.  We have substituted the more exact terminology throughout the clause.

	204.7302 General
Export control laws and regulations restrict the transfer, by any means, of certain types of information and technology. Any access to 

export-controlled information or technology by a foreign national or a foreign person anywhere in the world, including the United States, is considered an export to the home country of the foreign national or foreign person. For additional information relating to restrictions on export-controlled information and technology, see PGI 204.7302.
	Export control laws and regulations restrict the transfer, by any means, of certain types of articles and technical data or technology and software.  Any access to export-controlled articles and technical data or technology and software by a foreign national or a foreign person anywhere in the world, including the United States, is regulated and requires a license or authorization unless an exemption or exception applies (such as the Fundamental Research Exemption).  For additional information relating to restrictions on export-controlled articles and technical data or technology and software, see Procedures, Guidance and Information (PGI) 204.7302 <http://www.acq.osd.mil/dpap/dars/pgi/index.htm>.
	1. The DoD maintains that the Fundamental Research Exemption is not undermined by this clause.  As long as the proposed clause is attempting to recap so much of the EAR and ITAR it should include a reference to the available exemptions and exceptions in the regulations. 



	204.7303 Policy
The contracting officer shall ensure that contracts identify any export-controlled information and technology, as determined by the requiring activity.
	The contracting officer shall ensure that contracts identify any export-controlled articles and technical data or technology and software, as determined by the requiring activity.
	


	204.7304 Contract Clause
Use the clause at 252.204-70XX, Requirements Regarding Access to 

Export-Controlled Information and Technology, in solicitations and 

contracts for--

    (a) Research and development; or

    (b) Services or supplies that may involve the use or generation of export-controlled information or technology.


	Use the clause at 252.204-70XX, Requirements Regarding Access to 

Export-Controlled Articles and Technical Data  or Technology and Software, in solicitations and contracts for--

    (a) Research and development; or

    (b) Services or supplies 
if either type of contract will involve the disclosure, use, or generation of export-controlled articles and technical data  or technology and software .


	1. It is not clear, but we assume that the phrase “that may involve…” applies to both types of contracts.

2. The use of the word “may” creates an untenable situation where the contractor is obliged to act as if export-controlled articles and technical data or technology and software are part of the contract whether they actually are or not.  The word “if” removes that problem.
3. The word “disclosure” is added to “use and generation” to cover those situations where fundamental research is being performed and the contractor will be subject to export controls only in regard to the disclosure of articles and technical data or technology and software by the sponsor.

	PART 235 Research and Development Contracting

	235.071 Export-controlled information and technology at contractor, university, and Federally Funded Research and Development Center facilities.

    For requirements relating to restrictions on export-controlled information and technology, see Subpart 204.73.


	235.071 Export-controlled articles and technical data or technology and software at contractor, university, and Federally Funded Research and Development Center facilities.

    For requirements relating to restrictions on export-controlled articles and technical data or technology and software, see Subpart 204.73.
	


	PART 252 Solicitation Provisions and Contract Clauses

	252.204-70XX   Requirements Regarding Access to Export-Controlled Articles and Technical Data or Technology and Software.
As prescribed in 204.7304, use the following clause:

Requirements Regarding Access to Export-Controlled Articles and Technical Data or Technology and Software (XXX 2005)



	(a) Definition 

Export-controlled information and technology, as used in this clause, means information and technology that may only be released to foreign nationals or foreign persons in accordance with the Export Administration Regulations (15 CFR parts 730-774) and the International Traffic in Arms Regulations (22 CFR parts 120-130), respectively.
	Export-controlled articles and technical data (ITAR) or technology and software (EAR), as used in this clause, means articles and technical data (ITAR) or technology and software (EAR) that may only be released to foreign nationals (EAR) or foreign persons (ITAR) in accordance with the Export Administration Regulations (15 CFR parts 730-774) and the International Traffic in Arms Regulations (22 CFR parts 120-130).
	

	(b) In performing this contract, the Contractor may gain access to export-controlled information or technology.
	(b) In performing this contract, export-controlled articles and technical data or technology and software will be disclosed to, used, or generated by the Contractor.
	It has been clearly stated by DoD that this clause should only be inserted into contracts if the CO has determined that export controlled technology will play a part in some aspect of the performance of the contract.  The use of the word “may” here only undermines that statement.  

	(c) The Contractor shall comply with all applicable laws and regulations regarding export-controlled information and technology, 

including registration in accordance with the International Traffic in Arms Regulations.
	(c) The Contractor shall comply with all applicable laws and regulations regarding export-controlled articles and technical data or technology and software, including registration in accordance with the International Traffic in Arms Regulations.
	


	(d) The Contractor shall maintain an effective export compliance program. The program must include adequate controls over physical, visual, and electronic access to export-controlled information and technology  to ensure that access by foreign firms and individuals is restricted as required by applicable Federal laws, Executive orders, and regulations.
	(d) delete
	The entire sections (d) and (e) should be deleted as they go beyond the ITAR and EAR regulations by proscribing specific procedures.  Furthermore, the specificity will preclude many universities from being able to accept contracts with this clause which, DoD has stated, is not the intent of the clause.

	(d)(1) The access control plan shall include unique badging requirements for foreign nationals and foreign persons and segregated work areas for export-controlled information and technology.
	(d)(1) delete
	

	(d)(2) The Contractor shall not allow access by foreign nationals or foreign persons to export-controlled information and technology without obtaining an export license, other authorization, or exemption.
	(d)(2) delete
	

	(e) The Contractor shall--
	(e) delete
	

	(e)(1)Conduct initial and periodic training on export compliance controls for those employees who have access to export-controlled information and technology; and
	(e)(1) delete
	

	(e)(2) Perform periodic assessments to ensure full compliance with Federal export laws and regulations.
	(e)(2) delete
	

	(f) Nothing in the terms of this contract is intended to change, supersede, or waive any of the requirements of applicable Federal laws, Executive orders, and regulations, including but not limited to--

    (1) The Export Administration Act of 1979 (50 U.S.C. App. 2401 as extended by Executive Order 13222);

    (2) The Arms Export Control Act of 1976 (22 U.S.C. 2751);

    (3) The Export Administration Regulations (15 CFR parts 730-774);

    (4) The International Traffic in Arms Regulations (22 CFR parts 120-130);

    (5) DoD Directive 2040.2, International Transfers of Technology, Goods, Services, and Munitions; and

    (6) DoD Industrial Security Regulation (DoD 5220.22-R).
	(f)(1)-(6) No change
	

	(g) The Contractor shall include the substance of this clause, including this paragraph (g), in all subcontracts for—
(1) Research and development; or

(2) Services or supplies that may involve the use or generation of export-controlled information or technology.
	(g) The Contractor shall include the substance of this clause, including this paragraph (g), in all subcontracts for—

(1) Research and development; or

(2) Services or supplies 
if it is determined that, in performing this contract, export-controlled articles and technical data or technology and software will be disclosed to, used, or generated by the subcontractor unless an exemption or exception applies (such as the Fundamental Research Exemption).
	Again, it has been clearly stated by DoD that this clause should only be inserted into contracts if the CO has determined that export controlled technology will play a part in some aspect of the performance of the contract.


